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Just as a resort condominium 
sets a higher standard for 
housing, the CMDB raises  
the bar on how IT accesses  
data about IT application and 
infrastructure components.  
The result is a better ability to 
break down organizational 
silos and provide end-to-end 
IT service management. 
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An evolution is taking place in informatt
tion technology (IT) organizations across 
the globe. The interest in IT service 

management, the passage of business legislatt
tion that impacts IT (such as the Sarbanest
Oxley Act of 2002), and the interest in standards 
are symptomatic of something much more 
fundamental.

At the root of this focus on service, process, 
and legislation is a growing awareness that 
there is no true separation between business 
processes and the underlying IT services 
and systems.

IT has become so vital to business that comtt
panies literally cannot function without it. For 
several years, organizations have increasingly 
relied on IT to optimize the cost and efficiency 
of business processes. It’s clear that no one is 
likely to revert to manual processes. Ultimately, 
this means that every business process — 
whether it is banking, energy production, prot
duct shipping, invoicing, or something else —  
is dependent on business applications and 
infrastructure services. And, if the way a spett
cific critical IT component enables or disables 
a business process is not understood, then 
the IT function cannot truly claim to be aligned 
with business.

ToDay’S I.T. ChallengeS 
Three key challenges are placing new demands 
on the way IT is managed. First, customers of 
services supported by IT have become more 
savvy. They demand faster response times and 
errortfree use of the wide variety of applications 
found in a corporate environment. Users extt
press frustration when they receive answers 
such as, “The server is up. Try calling the nettt
work folks.” Also, business managers who 
care little about underlying infrastructure and 

operations issues (and rightly so) are dett
manding budget and cost visibility while intt
sisting on endttotend service guarantees and 
performancetbased service level agreements. 

Second, the siloed approach to managing IT 
is inefficient. While budgets have remained 
flat, IT organizations still must support new 
business initiatives. They face greater pressure 
to increase efficiency and reduce costs in intt
frastructure maintenance and IT operations. 
Different parts of the organization are often 
unaware of what is happening in other areas, 
and, as a result, groups work at odds with each 
other. Planning and procurement occur at a dett
partmental level instead of an enterprise level, 
causing IT tools, such as monitoring software, 
incident management systems, and inventory 
products, to be purchased redundantly by inditt
vidual groups. The operations group implements 
changes that undo security patches. Managing 
solely by silo or technology domain creates 
artificial barriers. If one part of the organization 
holds information that another part needs to be 
efficient, then silos create friction and expense.

Third, IT organizations must meet new comtt
pliance and audit requirements that are applied 
to all parts of the IT function. If each silo has 
a different change management process, all 
must be documented and audited separately. 
The cost of each team following a different 
approach has increased. 

As a result of these inefficiencies and new rett
quirements, many IT organizations are moving 
away from a technologytfocused approach, 
which emphasizes the cost optimization of 
technical domains and components. Instead, 
they are adopting the crosstfunctional service 
management practices of service support and 
service delivery, which focus on how technot
logy is bundled into consumable services that 
support business needs. 

The move to endttotend service management 
cannot be efficiently and reliably achieved when 
disparate data sources are spread across the 

There is no true separation between 
business processes and the underlying 
IT services and systems.
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organization for the sole purposes of the functt
tional groups that maintain them. What’s needtt
ed is a central repository of record of all IT 
infrastructure components: a configuration 
management database (CMDB). While, from 
an IT culture perspective, this may seem like 
a drastic move, you simply have to look at the 
enterprise resource planning (ERP) systems 
IT has been installing for the business for the 
last ten years to see the same model. 

CMDB aS ReSoRT ConDoMInIuM
Let’s compare the current state of data managett
ment to every IT domain group managing its 
own data on a separate island, accessible only 
by rowboat. Imagine that each group has built 
a home for this data. In some rare cases, this 
home is represented by an exclusive, statetoft
thetart resort. However, on most islands, these 
data stores are represented by unique and 
disconnected structures that meet the needs 
of those nearby, but prevent easy connection 
to the world beyond.

Now, let’s tie this island scenario back to the 
business problem: A number of processes 
require information from these disconnected 
data stores, but there is limited or no access to 
them. In fact, in some cases, the rowboat — 
the only means of accessing the islands — has 
been hidden or the oars have been removed. 
This very issue has spawned an entire cottage 
industry of rowboat networks and integrations 
to tie these islands together. However, whentt
ever the seas get rough the rowboats must 
head back to the harbor.

Building a CMDB is about taking those who 
live in an isolated structure and moving them 
to a resort condominium (a.k.a. the CMDB). 
First, because of the numerous amenities prott
vided, it’s a better place to live. Second, the 

resort condominium (CMDB) ensures that these 
new “residents” still own the data in their intt
dividual condominium — so they don’t have 
to relinquish control. However, they will need to 
comply with condominium association rules. 

With a resort condominium (CMDB), all the 
data is now under one structure and can be 
accessed through adjoining rooms, hallways, 
and elevators. If a unique, exclusive resort with 
specific functionality already exists, a permatt
nent bridge is built between the exclusive resort 
and the condominium to improve bidirectional 
access. The key benefit to the condominium 
owners is that they now are granted membertt
ship access to the island resort. At this point, 
the condominium (CMDB) is in a position to 
support the various business requests and IT 
process needs.

CRoSS-FunCTIonal SeRVICe 
ManageMenT STRaTegIeS 
BRIng new ChallengeS
However, there is a problem. These new resitt
dents are not accustomed to the new cultural 
demands of living in a shared condominium 
complex. While they own the condominium 
and are free to decorate the inside of their contt
dominiums to their own tastes, they must 
follow guidelines that did not apply to their 
individual island homes. Restrictions, such as 
building and fire codes, now apply, and the 
condominium occupants must undergo annual 
inspections (audits). As a result of these restrictt
tions, many of these residents resist the move 
to the central condominium or long to return 
to the carefree island life. 

Going back to the business issue, many IT 
managers may not be accustomed to the new 
cultural demands of integrated IT processes 
and shared data systems. Functional managers 
can own data in a CMDB, but they must follow 
guidelines that did not apply when they mantt
aged that data in isolated stores. Data structt
tures and maintenance procedures must be 
followed by all. 

Given the business risk, inefficiencies, 
and costs, IT can no longer justify 
maintaining silos of data.
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The resulting resistance to maintaining contt
figuration item (CI) data in the CMDB creates 
a challenge for IT managers. Nonetheless, given 
the business risk, inefficiencies, and costs, IT 
can no longer justify maintaining silos of data. 

The new residents have to find a way to adapt 
to the new living arrangement. The move to the 
condominium is more about culture, managett
ment, and behavioral change than it is about 
changing a mailing address. 

Similarly, the data owners in the silos need 
to adapt to the new processes that are implett
mented as a result of the shift to a service 
management strategy. New horizontal mantt
agement roles, such as service and process 
ownership roles, are grafted on top of existing 
domaintbased organizational structures. This 
requires the retengineering of IT processes, as 
well as the changing of organizational structure 
and culture. These changes involve a number 
of difficult challenges:

Defining repeatable crosstdepartmental 
processes and overlaying them across 
domaintbased organizational structures
Redefining job descriptions to include new 
areas of accountability and responsibilities 
for processtbased activities
Providing generalized business knowledge 
and awareness of how roles impact other 
functions — not only the skills required 
for specialized activities 
Changing values, beliefs, and corporate 
cultures from unconstructive depart mental 
competition to customertfocused cooperation
Rewarding and compensating individuals, 
as well as departments, on the basis of 
process participation 
Adopting collaboration tools that automate 
workflow and multiprocess data integration

Without a doubt, the most difficult task facing 
IT executives is to convince IT professionals 
that they don’t manage boxes and applications 
in isolation. For example, to the IT organization 
that is focused on managing and optimizing 
technology domains, the processes represent
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ted by the IT Infrastructure Library (ITIL®), as 
well as the introduction of service management 
tools, such as the CMDB, may seem like an 
incredible overhead. This type of organization 
will not realize the real value of the CMDB and 
may look at it as something that merely creates 
more work and has questionable benefits. 
Questions will be raised, such as “Where is 
the return on investment in implementing these 
processes and tools?”

However, if IT understands its relationship to 
the business and perceives itself as a service 
provider, then these processes and the suptt
porting CMDB are simply the cost of doing 
business. The question then becomes, “How 
can IT even attempt to be a service provider 
without them?” 

Implementing service management tools that 
integrate the links between silos can help IT 
overcome the challenges represented by the 
transition away from a technologytcentric 
management approach. Service management 
tools can also be used to help encourage behavtt
ioral change and processtoriented accountability. 

InTegRaTeD SeRVICe  
ManageMenT ToolS  
enaBle CRoSS-FunCTIonal  
PRoCeSS InTegRaTIon
Effective management of the IT environment 
requires a shift in approach, culture, and tools. 
The condominium model represents a move 
away from islandtbased point solutions to an 
integrated suite of IT tools. 

Silotbased organizations have historically 
used domaintfocused IT solutions and tools 

Implementing service management 
tools that integrate the links 
between silos can help IT overcome 
the challenges represented by the 
transition away from a technology-
centric management approach.
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for management and monitoring. Now organitt
zations realize the need for an integrated suite 
of tools that enable IT service modeling, process 
integration, and shared data access. 

As organizations strive to automate the IT 
processes that define, support, manage, and 
control IT services, ITIL is becoming the global 
de facto standard for IT management best 
practices. Figure 1 represents the ITIL processtt
es from a tool perspective.

As shown at the center of Figure 1, ITIL estabtt
lishes the process of configuration management 
to manage, control, and provide information 
to all other IT processes relating to inventory, 
financial asset data, and relationships between 
physical components and IT services. The 
CMDB is the repository for this information.

Other processes, such as incident and probtt
lem management, focus on the support of IT 
services. Security, change, and release managett
ment focus on the control of exposure, changes, 
and the deployment of new or modified comtt
ponents into the production environment. 
Processes such as availability, capacity, IT sertt
vice continuity, and financial management 

enable a dayttotday operational view, as well 
as tactical planning, modeling, and costing.

Finally, service level management translates 
technology components to elements of IT services 
and provides reporting, quality management, 
and relationship management between the 
business and the IT organization.

From a tool perspective, the relationships bett
tween the ITIL processes require condominiumt
like connectivity as opposed to islandtbased 
point solutions that focus on a single technical 
domain. The concept of an integrated best practt
tice framework, such as ITIL, takes on a whole 
new meaning when considering the implications 
on the underlying automating technologies. 

The benefits of a condominium model can be 
especially appealing to an organization sensitt
tive to cost and risk: 

The shared facilities and infrastructure of 
the condominium can be funded by the 
consolidation of multiple island groups. 
This will allow the condominium association 
to focus on and fund specialized projects 
around accessibility, hightspeed transportt
tation, and the look and feel of the resort.
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Figure 1. ITIL Processes from a Tool Perspective
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Figure A. Central Data for Many Processes

LessoNs fRoM  
BUsINess INTegRaTIoN  
vIa eRP sysTeMs

The business has experience using software to help 

break down silos and streamline processes. The widess

spread adoption of integrated enterprise resource 

planning (ERP) solutions is a primary example of this 

experience. ERP solutions focus on a central principle: 

An organization should manage data about the busiss

ness in one repository of record that supports and 

is connected to the workflow management records 

and transactions for all major business processes. 

(See Figure A.)

Most business processes require access to the same 

data, but replicating this data in several sources is 

difficult, risky, and prone to error. These complications 

have encouraged the trend toward a data management 

model in which a central data repository is understood 

to be the warehouse of record, or truth. When necesss

sary, based on unique functionality requirements, 

this central repository receives data from a collection 

of child repositories for consolidation, management, 

harmonization, and improvement.

IT faces the very same challenges that prompted the 

business to move toward the ERP model.

Like business processes, various IT management 

processes require access to data about technology, 

people, and business relationships from different 

perspectives. For example, information about an 

application or a server should, in principle, be stored 

in one database record. Depending on the process 

that requires this data, the data may be viewed 

differently or even called different names. 

Procurement might refer to the server, for example, 

as an inventory record that focuses on attributes 

such as the lifecycle, owner number, and location. 

Asset management uses an asset record to contain 

attributes of the server, such as cost, leasing, contract, 

and licensing information. Change management 

might refer to the server using a configuration item 

record, in which the focus is on relationships and the 

business impact of that server. The principles of data 

management dictate that regardless of which pross

cesses control and manage data, the data should be 

stored and managed only once.



5 TIPs
foR  
oveRCoMINg  
I.T. sILos

Create a central rett
pository of record of 
all IT infrastructure 

components: a CMDB.

Retengineer IT prott
cesses and change the 
organizational structure 
and culture as needed 

to shift to a service 
management strategy.

Convince IT prot
fessionals that they 
don’t manage boxes 

and applications  
in isolation.

Implement service 
management tools 
that integrate the  

links between silos.

Support the relationtt
ships between the 
ITIL processes by  

using crosstfunctional 
connectivity rather 

than point solutions 
that focus on a single 

technical domain.

Communication and possible evacuation 
and recovery become much more managett
able when the data owners all live under 
one roof.
By taking potential changes to the condott
minium association board for voting and 
approval (the change management process), 
it is well understood how each proposed 
change will affect the community as a whole. 
The condominium association will have 
a better understanding of the cost structt
tures, making condominium fees much 
easier to define.
And, most importantly, a beautiful central 
foyer with a directory (service catalog) 
provides a single entrance for visitors 
who wish to engage with the individual 
condominium owners.

InTegRaTeD SeRVICe  
ManageMenT ToolS BeCoMe 
MISSIon CRITICal
When organizations integrate IT processes with 
the CMDB, they can more efficiently deliver 
endttotend service management. Implementtt
ing an integrated service management tool 
supported by a CMDB is a critical success 
factor in supporting an effective IT service 
management initiative. 

As more and more elements of IT service 
management become dependent on the worktt
flow and data, the service management tool 
becomes a primary workflow management 
and productivity application for many core IT 
business processes. The service management 
application graduates from a “nice to have” 
solution to a missiontcritical business applitt
cation. Such a tool enables crosstfunctional 
processes and the integration of IT silos. n
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